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Abstrucf-The proposed core network for the third- For this problem 3Gpp has b g n  &g progress in developing 
generation (3G) mobile telecommunication has the all IP that state the ovedl n e t w o & a r c ~ ~ a n d p r w d m  to 
architecture that 1P protocol is used for transport of all user data 
and signaling traffic within the network. While this architecture idea 
can bring many benefits (e.g. providing various IP-based multi- 
media services), it is also noted that the QoS problems still exist management (PBNM) [I]. It ultimately guarantees required 

guaranw the end--d QOs in the all IP network 'Ihe 
fa these @'s standards is based on the P o f i C Y - ~  

since it provides the multi-media Services using ordinary IP 
packets and routing. Especially, for the operator, it is  necessary 
to manage the network resources and capabilities according to 
their business requirements. As a solution for this problem, the 
policy-based network management (PBNM) would be suggested 
by 3GPP. lo  this paper, we obtain the comparative performance 
results of specific cases of the network with the policy-based QoS 
management and with the existing QoS mechanism through ns-2 and dabill tY, ~owmer, he few 
simulation. Simulation results show that the proposed PBNM 
architecture can guarantee the required quality of SeNiCC to meet 
the business requirements better. 

Index Terms-Policy-based Network Management, Third 
Generation, All IP Network, QoS, COPS, SIP. 

m-uniation qdties ~ U W J  

and =@ifitis by he p o ~ c ~  defined by 
architam, 

the network rffou~ces 
operators, ~ 

network Optom need new q-en', 

3GPP has been revising the end-bend QOS-related standards [ I ]  
- [SI in order to resolve the s e v d  issues like mchlml problems 

@" 
management methods by applying them to an arbihary virtual 
network like the 3G network TherefoR, in this paper, we focus on 
the pelformance analysis of them through simulation We obtain the 
comparative performance results of speciiic cases of the network 

Only have to ~ t e P r o p e r P l i c i e s  andapply networks. 

to Obtain the perfomce Of the 

1. INTRODUCTION . .  .,s,, . 
-8.;  

HE third-generation (3G) mobile telewmmunication network 
.. whch IS bemg styldardized by the ?bird Generation Parb~ership 
iProject (3GPP) is proposed to have an all IP architecture that IF' 
protocal is used for transport of all user data and sipaliig ha& 
within the network This architectwe can bring a lot of benefits such 
as beiig efficient to provide various IP-based multi-media swim, 
being able to offer seamless services through the use of IP, being 
.&*dent I ofthe access technologies, etc. 
., However, this all 1P architeaure that suppons multi-media 
Mces using O~~IMIY IP packets and routing quires pmper 
m W  . by whch rhe Quality of Services (QoS) should be 
.guamnteed according to their specific traffic characteristics. For 
example, voice service is sensitive to delay, while data service is 
,sensitive to hansmission errom, hut both are to be handed in the 
.sanae IF' network In addition to these different aspects of seMces, 
.there are aim different classes of s u b m i .  Some subscnben want 
higber dak rate Services despite of expensive cost q d  ohm wan1 
,lower data rate servica with a cheaper cost. 'Ibis QoS management 
issue has not yet been solved completely even in the existing wired IP 

.~~neWaks. Wireless telecomnmication networks basically have 
,di@ent ,.. chatacteristics compared to the wired networks, so we 
,should . .  pay a particular attention to the QoS issues for the next 
. genemfon all IP network in the .wireless envimtnnent 

)"r . . . 

with the poli&xsed QoS m g e m & t  and with the existing QoS 
mechanism ulrough ns-2 simulation. The simulation results show that 
the proposed PBNM architecture can guarantee the requkd quality 
of service to meet the business q&ments better. 

The paper is organized as follows. In section 11, we pment the 
overall network whitechue and proxdws as a 3GPP solution to 
guarantee end-ttxnd QoS in the dl IF' network In section NI, we 
W b e  the g e n d  architecture and components of the PBNM 
method. In section IV, we suggest specific policies and analyze the 
experimental results obtained by applying them to a virtual network 
that is Similar to the 3G network. FLnaUy, we make conclusions. 

~.END-TO-END QOS IN 3~ NKTWORKS 

3GPP has proposed the following overall network axhitectlae 
using PBNh4 technology to guarantee end-bend QoS in the all IF' 
network [ I ]  as shown in Figure 1. In this figure, we omit some 
componRlts for the radio interface and access network between UE 
and GGSN i.e. Universal Terrestrial Radio Access Network 
0, Serving GPRS Support Node (SGSN), etc. It is the 
mhitecture that the QoS management functions for controllmg the 
extemal IP bearer xMces are added on top of the Universal Mobile 
Telecommunications System (UMTS) beam service QoS 
management functions already existing in the control plane. IF'bearer 
seMce manager (IF' BS Manager) in Gateway G e n d  Packet Radio 
Service Suppod Node (GGSN) and policy contml function (PCF) m 
F'mxyCaU Server Conbul Function (PCSCF) are the QoS 
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management functions for controlling the extetnal IP bearer services. 
According to the service-based local policy, FCF maps the Session 
Description Protocol (SDP) parameters received from PCSCF into 
the authorized IP QoS pamnelers and sends them to the IP BS 
Manager in GGSN. Inter-working between the mechanisms and 
parameters used within the UMTS bearer m i c e  and those used 
within the IP bearer service is provided by the translatiodtnapping 
function in the GGSN. It maps the authorkd IP QoS parameters 
received from PCF into the authorized UMTS QoS parameters. The 
hanslatiodtnapping hct ion in the user equipment (UE) maps the 
SDP parameters into some U M T S  QoS parameters [I]. 

The IP BS Manager and PCF are also the components to handle 
PBNM. PBNM manages the network r e m e s  and capabilities hy 
the policies defined by network operators. It is implemented hy 
communications between a policy decision point (F'DP) and a policy 
enforcement point (PEP). We would present a detailed description of 
the technology in the next section. In the all IF' network of 3GPP, the 
IP BS Manager in GGSN is equivalent to PEP and the PCF in P- 
CSCF is equivalent to PDP. 3GPP also define the interface between 
GGSN and PCF as the Go interface using the Common Open Policy 
Service (COPS) protml. The Go interface shall conform to the 
lntemet Engineering Task Force (IETF) COPS hnework as a 
clientlsemer interface between GGSN and PCF. The messages used 
forthe COPS protocol are REQ, DEC, Rpf, etc [7]. 

UE GGSN P-3W 

. ._.... . 

1 I- 
Figure I .  The PBNM architccrure suggested by 3GPP. 

We have to look into the end-toad session flows in order to 
know how to achieve the policy-hased QoS management in the all IP 
network. Especially, we will be able to understand more exactly by 
examining the messages exchanged thmugh the Go interiace. Those 
procedures are d e s m i  in the dotted lines in Figure 2. They are 
'Authorize QoS Resources', 'Resource Reservation', and 'Approval 
ofQoSCommit'procedures. We would explain in detail those 
procedures but omit the description of the end-toad session flows 
because they are dwnbed minutely in [3]. In the 'Authorize QoS 
Resources' procedure, PCF authorizes the IP QoS resources, and 
maps the SDP parameters into the authorized IP QoS pammetas. In 
the 'Resource Reservation' procedure, PCF makes an authorhion 
decision of the requested IP flows, and relums a COPS DEC 
message including the policy informaton to be enforced by GGSN in 
order to perfom the policy-based admission control according to the 
decision. Mer WE sends a 200 OK message to PCSCF in order to 
complete the session setup, PCF receiving the 200 OK message 

approves the QoS commif and sends a COPS DEC messages to 
GGSN to open the gate. Thmfore, the end-twnd QoS in the 3GPP 
all IP network can be managed and guaranteed by using both the 
Session Initiation Protocol (SIP) [6] and the COPS [7] mechanisms 
[31 PI. 

9 -~~ 
...,...... ~ ~ I ........ ~..,.......l. ~ I- I 

Figure 2. End-to-end session flows and QoS interaction procedures. 

Then, how can a network operator apply the policies when a new 
business requirement comes up and he wants to manage the network 
resources based on the policies? To find out the solution for this 
question, first, we have to h o w  the configuration of PBNM and the 
proc&s of applying a policy to the network presented in the next 
section. 

UI. POLICY-BASED NETWORK MANAGE MEN^ 

Policy-based Network Management (PBNM) ultimately 
guarantees required communication +ties through managing the 
network resources and capabilities by the policies defined by network 
operators. In general, the PBNM technology needs four conipnenis. 
They are policy management t0ol:policy repository, PDP, and PEP. 
The interaction and protmls between these components are shown 
in Figure 3 [E] 

Policy is a rule invented to manage the network resourxs based 
on business requirements. It is usually defined by network operators 
for accomplishing their business quirements. For example, t h m  are 
various policies: to give a higher priority for a specific application 01 

to provide different with differentiated services, etc. In a 
standard policy-based network, policy rules m i s t  of two 
wmponents: conditiom and actions [I l l .  Cnndrtions are kinds of 
situations for applying policy. They might include parameters such as 
user names, addresses, protocols, application 'ypes, and time of the 
day. Actions are behaviors taken when conditions are met They are 
such as bandwidth guarantee and access control. These policies are 
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created by a policy management tool and stored in a policy repository. 
The policy management tad allows the network operator to define 
policies in a human readable fashion and then tmnslates each policy 
to a computer executable command. A PDP makes policy decision 
uuough interpretation, and PEP enforces the policy decision. PEP 
might have the specific QoS guarantee functions such as DiflServ 
and IntServ to enforce the policy decision. According to the 3GPP 
standard, as the capability of P BS Manager in GGSN, the DiflServ 
edge function is mandatory and the IntServ function is a network 
operator choice [I]. Hence, in this paper, we just consider Diflserv as 
a solution ofpolicy conh-ol of PEP. 

Mana~emenl RepositDV 

Policy Decision Point . LD*P ’ L,.hwel.hl Dlreclav Rcces r (POP) e3 (PEP1 

PrOlOCol 

Profocal 
Policy Enforcement Point 

, COPS : common OD*“ Pat10 service 

Figure 3. Policy-based nehuork management components [Z]. 

On the other hand, the architecture of the all IP network currently 
specified in the 3GPP does not include functions of the policy 
management tool and policy repository. It is became the policy 
which is currently being specified is based on specific services and 
implemented in the visited network rather than the service level 
agreement per individual s u b m i  or the shategy of the home 
network operator. This policy is called the servicebased local policy. 
In this architecture, whenever a new policy requirement is needed, 
we h v e  to inform all PDPs of the new policy and update them. This 
is not scalable. Due to these archit@ bits, 3GPP has been 
making constant efforts such as modifymg architecture and defining 
new signaling to apply dynamic policies efficiently. 

Until now, we considemi the end-to-end QoS management 
mechanisms of the 3GPP standards and a geneml PBNM technology. 
3GPP has been making progress in developing standards of the 
overall network architecture and procedures that the PBNM 
technology is applicable. However, their standards are based on 
applylng the existing lP QoS guarantee mechanism to the 3GPP 
standard core netwok rather than concrete experimental results. Tbe 
experiments for QoS guarantee technologies just performed so far are 
by applying them to the existing core network like Intmet and its 
specific application M c .  In reality, there exist far different 
charaaeristics between the existing application traffic and the 3G 
mobile telecommunication tmffic. However, t h m  have been few 
researches for quantitative analysis of PBNM in the all IP network 
architecture using the 3G mobile telecommunication M c .  
Therefore, we compare the performances of the network in some 
specific cases with the policy-based QoS management and with the 
existing QoS mechanism h u g h  simulation. More specifically, we 
consider the DiffSeri architecture with and without PBNM. 

N. SIMULATION SCENARIOS AND RESULTS 

In this section, we obtain the comparative performance results of 
specific cases of the network with the policy-based QoS management 
and with the existing QoS mechanism (here, DiffServ) through ns-2 
simulation. ?he vmion of ns-2 simulator used is ns-2. Ih9a. 

The UMTS specifidom define four QoS classes according to 
delay sensitivity: conversational, skaming, interactive, and 
background. Conversational class is the most delay sensitive tmffic 
class while backgmund class is the least delay sensitive. 
Convmational and seaming classes are intended for carrying real- 
time traffic flows like voicdvideo telephony and streaming audio. 
Interactive and hackground classes are mainly used for aaditional 
Lntemet applications lke WWW, e-mail, telnet, and Ap. They do not 
h v e  severe delay requirements but have to preserve payload content 
Interactive class has three uaffic handling priorities and those 
priorities are higher than that of background class. So, backgmund 
class has the least priority k the best-effort service of Intemet [2]. 
Considering the relation.kWeen the UMTS QoS classes and the 
DiffSew Per Hop Behaviors (PHBs), each class can be magped as 
follows: conversational into EF, stmming into AF4, each interactive 
with mffic bandling priorities 1,2, and 3 into AF3, AF2, and AF1, 
and background into BE [lo]. Even though mobile 
telecommunication netwolk will evolve into 3G network, unless a 
new killer application comes up with a far different characteristic, 
there will be only ha!lic similar to the UMTS M c .  Hence, we 
consider the UMTS hamc as simulation M c .  
The specific policies applied are ‘preference of the C o n v m t i d  

class’ and ‘preference of the rea-time classes’. From now on, we 
would call ‘preference of the conversational class’ as ‘policy I ’  and 
‘prefmnce of the real-time classes’ as ‘policy 2’. Both policies have 
the same condition. If the link utilition monitored by PEP is over a 
specific rate (it can be changed by a network operator choice) of the 
output link capacity, PEP reports it to PDP. The results of this report 
are divided into two cases as the applied policies. In the case of the 
policy 1, PEP changes each Di- Code Point (DSCP) of the 
others except for convenational class (EF) into BE DSCP. while, in 
the case of the policy 2, PEP changes each DSCP of the others except 
real-time classes (EF and AF4) into BE DSCP. These policies seem 
to be very exixm. However, we can understand m r e  clearty the 
influences of them through applying thm. They are also feasible 
policies because network operatom can apply very various policies 
according to theis business quimne”en The pseudo coding of the 
suggested policies is shown in Figure 4. 

IF ((link throuehout >= link bandwidth’0.9Sl&& lout-ofmlisvll THEN 1 I ” .  . . . ,,. 
‘iF (pilicy-rype -I) { ii prcfcrence of the cmve~a~ionsl class 

’ 

AF4_DSCP=BE_DSCP; 
AF3-DSCP = BE-USCP: 
AF2-DSCP = BE-DSCP; 
AFl-DSCP = BE-DSCP, 

I ELSEIF (poliq_eype=2) { I/ preference offhe r ~ a l - t i m  d%%scs 
AF3-DSCP = BE-DSCP; 
AF2-DSCP = BE-DSCP; 
AFI_DSCP= BE-DSCP; 

) ELSEIF ((link.throughpuf c link_bandwidth*O.95) && (in-policy)) THEN { 

! ELSE THEN I no action ) 
relum to onginai qucuc and cdepaim 

Figure 4. Pseudo coding of the specific policies I and 2. 
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The p " s  that the policies are applied in the real 3G m 
network are as follows. Each GGSN is monitoring periodically the 
outpm link utilization. When the link throughput becomes above a 
specific threshold over the output link capacity, it sends a COPS 
REQ message. Then PCF receiving the COPS REQ message makes 
a policy deckion, and retum a COPS DEC mesage to the 
cormponding GGSN. Now GGSN enforces those policy decisions. 
After GGSN enforces those decisions, it sends a COPS Rpf message 
to PCF. On the mtmy, even when the link throughput becomes 
below a specific threshold under the output link capacity, GGSN 
sends a COPS RFQ message to PCF and waits the decision of PCF. 
The following procedures are the same as the former case. Thae 
procedures can be executed in the middle of both call processing 
explained in section Il and traffic tansmission after call processing. 
The signaling used at this time is based on the 3GPP specifications. 

The network for'the simnlation study is shown in F i p  5. We 
omit some components for the radio interface and access netwok 
between UE and GGSN. This is reasonable according to the concept 
of the 3GPP all IP architecture, which specifies that the &cess and 
core networks are independent [IO]. GGSN is a regular router 
sqpx6ng the Diflserv edge function. P-CSCF is a policy sewer and 
SIP sewer including PCF. There is also one core router having a 
bottleneck Link' because the effect of, the bottleneck router is the 
@test even if traffics are passid hugh s e v d  routers. The 
bandwidth of 5 Mbps is assigned to the bottleneck link for fast 
convergence to a congestion condition. Each UE genera- a specific 
class traffic with a specific DiffSeri PHB. UEI generates voice 
tmffic for EF PHB, UE2 generates video' traffic for AF4 PHB, and 
each'UW - UE6 generates data traf6c for AF3 -'MI and BE PHB, 
respktively. UE1 and UE2 generate UDP traffic for real-time 
&ceS. Voice flows are generated by AMR codecs at 12.2. kbps, 
while video' flows are generated by H.263 CodeCS at the average rate 
of 28 kbps and the peak rate of 40 kbps. These traffics generated are 
exponentid dishibuted. UE3, UFA, and UE5 generate TCP traffic for 
W. UE6 also gen&tes TCP mffic, while it is for fp senice. 
Each h f f i c  of UE3 - UE5 bas the average rate of 64 kbps, 144 kbps 
and 384 kbps, respectively. UE6 is a merged traf6c'of 64 kbps, 144 
kbps and 384 kbps. Those four haffics are generated by using the 
pareto disbiiution. ' 

W 
Figure 5 .  A nework environment for simulation. 

We use the weighted round robin (WRR) packet scheduler for 
scheduling of the output link in GGSN. The weights are given as EF : 
AF4:0thes=O.l :0.15 :0.75 [1O].So,conversationalclasstraf6c.s 
are guamnteed to have 10 percent, streaming class M c s  are 

guaranteed to have 15 percent and interactive and backgmund class 
traflics are guaranteed to have 75 p e n t  of the output link capacity. 

In this experiment we generate voice and video flows so that the 
sum of voice flows yields 10 percent and that of video f low yields 
15 percent ofthe output l i  capacity. We generate only one flow for 
each interactive class because we are just interested in making a 
congestion situation by background traffic. A 592 kbps flow is added 
every IO sec simulation time for background flows, i.e. 592 kbps 
1184 kbps, 1776 kbps, and so on. Subsequently, the rate of 
background flows is raised pdually to result in a congestion 
situation. The output l i  capacity of this experiment is 5 Mbps, so 
the suggested policies will be applied during 5 background f low are 
generated. That is, the experiment considers voice and video flows 
while background tmffic is increasd gradually. 

The end-toend delay and packet loss rate for real-time haffic are 
d. These metrics are selected becaw the major quality factor 
among UMTS QoS classes is delay sensitivity. The simulation 
d t s  are provided in Figure 6. a), b). 

'l?l.;;~.;;;:, 
: *II 
5 I _  . " "  _I 

I 

--PE 

Figure 6.  a) End-bend delay; b) packet loss rate 

In Figure 6, we show that there are some variations even &fore 
applying the policies. 'this is because generated tmffic is based on 
probability distribution. When the policies 1 and 2 are applied, the 
end-bend delay of voice flows is decreased even though the 
network is congested. M e r  the policies applied, the average end- 
toend delay of voice flows is changed h m  23 msec to 22.03 msec 
under the policy 1 and to 22.63 m c  under the policy 2 0 
comparison with 'DifF.erv without PBNM'. In case of the policy 1, 
voice flows are not intenupted by the other traffics because it gjves 
higher priority only to voice flows and the same priority as 
background traffic to the other traffic. While in case of the policy 2, 
video flows are added as the obstacles of voice flows. So the average 
end-bend delay of the policy I is lower than that of the policy 2.. But 
these differencs are very small because voice and video flows are 
generated less than or equal to the amount of the guaranteed load, so , 
the effects of the policies small. For this m n ,  on the con*, 
the average end-to-end delay of the video flows under the policy 2 is 
a little longer than that with 'DiffServ without PBNM'. But the 
variation of the video flows is the least under the policy 2. This shows 
that applying the policy 2 stabilizes the video flows. The packet loss 
rate of the video flows under the policy 2 is derreased to zero in 
conmst to that with the policy 1. It is worst und& the policy 1 
bxause it does not guarantee video flows. Therefore, as a resulc we 
show that the policy I improves the characterishcs of voice flows and 
the policy 2 improves the characteristics of voice and video flows. 
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Figure 7. a) Goodput (bpr); b) packet loss rate 

In Figure 7, we show the goodput and packet loss rate of the 
background traffic. We do not present the results of the interactive 
class f d i c  because the characteti,stics of them change litt!.e by the 
relatively small traffic generated in the experiment The impact of 
background traffic is the biggest because DSCPs of both the 
interactive and the background classes are changed into BE DSCP 
when the policies are applied lh goodput of the background kafiic 
decreases in order 'Diffserv without PBNM', 'Diffserv with the 
policy 2', and 'Dil%w with the policy 1' when the policies are 
applied. This is becaw much more traffic crowd to the queue for BE. 
Therefore, the packet loss rate of the background haffic is getting 
worse during applying the policies. By the way, the packet loss rate 
of the backgound traffic under the policy 2 is lower than that under 
the policy 1. These results are explained in that the policy 2 does not 
impose duty for video flows to the queue for BE tmffc. Therefole, 
we note that both the policies 1 and 2 obtain the better performance 
for real-time traffic at the sacrifice of the other traffics. 

In the e x p e h t s  of,Figures 6 and 7, the clear effects of the real- 
time flows do not appear because they occupy small portion of the 
output link capacity. To show the performance vniations of the real 
time flows, we perform the experiment with mole generated traffic 
flow. The voice flows are increased up to 30 percent of the output 
Link capacity and so are the interactive class traffics. ?he packet loss 
rate of the real-time kafiic in this scenario is given in Figure 8. The 
packet loss rate of voice flows are dareased greatly when the 
specific policies are applied, while those of video flows are decreaxd 
rather small by relatively generating small kafiic. As a d t ,  we note 
that the rea-time flows are guaranteed when the policies a~ applied. 

Figure 8. Real-time trafiic packet loss rate when voice flows increase 
up to 30% and other taffic increase. 

Those experimental results are also similar in various 
environments such as increasing voice flows. That is, when the 
'Dimem with PBNM is appl ia  the behaviors of the real-time 
traffic are better while thax of the other M c s  are worse. ?his 
shows that the PBNM architecture can reflect the business 
m e n t s ,  'preference ofthe conversational class' and 'preference 
of the real-time classes', well and also guamtee the qualities of the 
tSXffiC. 

Applying these policies is different from the existing QoS 
mechanisms where real-time haffic is prioritized. The existing QoS 
mchanisms only provide the static service drfferentiation, while 
applying policies can provide it and can also provide the h t i o n s  
that change from existing policy to other policy at any time. For 
example, when the policy 1 is applied, ifa network operator wants to 
apply the policy 2 a f f e r  office hours, the existing QoS mechanisms 
m o t  do that but PBNM can do. That is, the existing QoS 
mechanisms cannot reflect dynamic business requiranents but the 
PBNM can do that. Therefore, we can apply easily any business 
requirements by introducing the policy-based network management 
technology. 

V.CONCLUSIONS 

In this paper, we compared the performance of various traffic 
flows in the all IP network with the pmpsed policies and that with 
the existing QoS mechanism through ns-2 simulation. The simula.tion 
results show that the proposed PBNM is effective to meet the QoS 
requirement of the specific traffic classes. Therefore, whenever 
network operatots need new q u i ~ m t s ,  they only have to create 
proper policies and apply them to the ne4work. This means that the 
network operators are not affected by the limits of the existing QoS 
mechanisms once they apply the PBNM technology. Especially, this 
is more effective when a new killer application comes up. 

In this experimental study, we consider just a few scenarios. There 
exist many policies applicable to the real networks. Therefore, it is 
necesary to simulate and analyz more cases and architectllres for 
other traffic classes in order to obtain effective PBNM architectures 
and mechanisms. 
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