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Abstract— This paper describes the IP Multimedia Subsystem,
an overlay network that integrates the technologies of the Internet
with the cellular and fixed telecommunications world. In theory
the IMS is access independent providing services to any IP
connected network, furthermore these networks can implement
different QoS models. A flexible QoS provisioning mechanism
is needed to dynamically control the network resources on the
bearer and session level. This paper presents a Hierarchical
QoS management framework and suggests enhancements to the
current Policy Decision Function implementation. This scheme
hides the specific QoS model and access technology from the
signaling plane, providing true access independence. A practical
testbed that utilises the proposed scheme is described as well as
the current status of the implementation.

I. INTRODUCTION

Telecommunications advances and different customer per-
ceptions have created the need for a high speed, ubiquitous
network capable of catering for diverse application domains.
This Next Generation Network (NGN) is often seen as the
convergence of fixed and mobile technologies, interworking
most existing access networks with an All-IP core [1].

The increasing trend towards an All-IP based network archi-
tecture has benefits for both subscribers and service providers.
Network costs are greatly reduced by the maintenance of a
single core network and the convergence of fixed and mobile
technologies allows for far better service integration resulting
in entirely new subscriber services [2].

The realisation of an All-IP core requires careful thinking
due to the complexity of the signaling, QoS, security and
mobility issues handled by the previous circuit switched
protocols and with IP traditionally a “best effort” technology
QoS is of particular importance. There are several models for
QoS provisioning over IP networks [3][4][5], but there is no
standardised generic framework to ensure QoS constraints are
met across different access networks.

The Third Generation Project Partnership (3GPP) standard-
ised the IP Multimedia Subsystem (IMS) as a subsystem
of UMTS to facilitate a smooth transition from the circuit
switched to the packet switched domain [6]. The IMS provides
a unique service delivery platform that eliminates the concept
of “silo architectures” and seamlessly integrates access do-
mains with an All-IP core, while still supporting legacy circuit
switched networks.

The IMS encompasses a variety of different access net-
works that could each be using their own QoS models; a

comprehensive QoS management framework is needed to
dynamically control resources on both the session and bearer
level in a tight but flexible manner. Furthermore access in-
dependence is one of the central requirements of the Next
Generation of Networks [7]. While the IMS is supposedly
access independent as of release 6, interworking architectures
for other access networks are only due in later releases [8].
True access independence requires a generic approach, which
decouples the core network components and procedures from
the subtleties of the access technologies. This paper describes
a QoS management framework that provides generic access to
IMS services for any IP connected network, and dynamically
controls the behaviour of the network with high level policies
by abstracting low level network element configuration.

The remainder of this document is organised as follows.
Section II reviews related literature and comments on contri-
bution to the field. Section III introduces the IMS architecture
and its salient features. Section IV describes Policy Based
Networking (PBN) and how the IMS implements its QoS
mechanism. Section V describes necessary enhancements to
the IMS QoS management system and the current PDF im-
plementation. Section VI illustrates how the proposed scheme
can be implemented on a practical testbed and describes the
current status of the implementation. Section VII concludes
the paper, and discusses further areas of work.

II. RELATED WORK

A. Access Independence

The Third Generation Project Partnership was the first
organisation to introduce the IMS in its release 5 series;
3GPP is now in release 7 of its documentation and by far
the principal organisation defining the IMS. The Telecoms
and Internet converged Services and Protocols for Advanced
Networks (TISPAN) is a standards body within ETSI and
specialises in fixed and mobile convergence. They are working
specifically on NGNs and consequently much of their work
overlaps with 3GPP.

ETSI TR 180 001 describes the NGN architecture and how
it might interconnect with 3GPP IMS [7]. This document is
only release 1 and in a very early stage of development. It
describes the central requirements for NGNs, most importantly
true access independence.

3GPP TS 23.228 is part of the IMS release 7 documentation
and specifies that the IMS is now fully access independent
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and all access specific issues are separated from the core IMS
description [6]. In reality this is not so, any access network
wanting to take full advantage of IMS services (security, QoS,
etc.) must access the IMS via the GGSN in a tightly coupled
fashion.

3GPP TS 23.234 specifies an architecture for accessing
the IMS via WLAN, interworking 3GPP and WLAN in a
loosely coupled fashion [8]. Several new entities are defined:
the WLAN Access Gateway (WAG) is the gateway between
the 3GPP network and the WLAN, a Packet Data Gateway
(PDG) provides the entry point into the multimedia network,
and an AAA server is introduced for security purposes. This
architecture keeps access technology specifics entirely separate
from the core network.

B. QoS Provisioning

3GPP TS 23.207 defines the architecture for end to end
QoS in the IMS [9]. It specifies Policy Based Management as
the QoS provisioning mechanism within the IMS and defines
the Policy Decision Function (PDF). The PDF assigns QoS
parameters to each IMS session and is able to assign new QoS
authorisation mid-call in the case of media or codec change.
the P-CSCF exchanges session information with the PDF
which in turn forces QoS behaviour at the GGSN which lies
in the datapath. This specification does not cater for generic
access independence and all QoS enforcement is centralised
at the GGSN.

Bohm and Braun discuss several limitations of the PDF
implemented in the IMS [10]. These include the fact that there
is no end to end resource base admission control, the PDF
is limited to SIP signaling services (solved by the separation
of the PDF and P-CSCF in release 6 [9]), and the scope of
the PDF is limited only to the GGSN and not other network
elements.

3GPP TR 23.836 is a feasibility study on the QoS require-
ments when interworking WLAN and UMTS [11]. This doc-
ument makes recommendations on how to incorporate WLAN
access networks into the IMS QoS architecture, and specifies
various extension to the UE, WAG and PDG. Most notably it
recommends that DiffServ should be used as QoS mechanism
between the UE and PDG, and that the PDG should support
Policy Execution Point functionality and interface with the
PDF.

Zhuang et. al. propose a novel extension to the IMS archi-
tecture to provide QoS when interworking UMTS and WLAN
[12]. To ensure resource reservation across the different access
networks a new element, the WLAN PDF is introduced. How-
ever, similar to 3GPP TR 23.836 this approach decentralises
the PDF and makes it less generic for other access networks.

Gouveia et. al. suggest incorporating QoS awareness into
mobility management in the IMS [13]. They describe the
requirements for the management of QoS and mobility in
NGNs and introduce a Domain Policy Manager, which consists
of a PDF, a policy repository and a resource monitoring
function.

III. IMS ARCHITECTURE

The IMS is essentially an overlay architecture that allows
multimedia service provisioning across both wired and wire-
less access networks. It was initially standardised as part
of UMTS Release 5 documentation, but has been extended
considerably. The current stable IMS standard is Release 6,
but work has already begun on Release 7 and 8. Furthermore
the 3GPP2 has adopted the architecture for use on top of their
Multimedia Domain [6], and TISPAN is utilising the IMS for
multimedia service provisioning in their NGN architecture [7].

In the increasingly competitive ICT industry it is important
for network operators to differentiate themselves through the
services they offer. By moving all signaling and media trans-
port to the packet domain the IMS not only reduces operating
and capital expenditure but also provides a scalable platform
for quick and efficient service development.

A. Core Components

One of the goals of the IMS is to utilise previously
defined standards as far as possible [6]; these include SIP,
DIAMETER, COPS, RTP and numerous others. When an IMS
session is set up signaling information traverses SIP proxies
between the UEs, however once the session is established the
actual media does not necessarily follow the same path and
will usually traverse an optimised path between end users. In
multimedia sessions QoS constraints are of vital importance
and it is necessary to reserve resources along the datapath; for
this we need to communicate session information between the
data and signaling planes.

Fig. 1. IMS core components.

Figure 1 illustrates the key components for IMS session
setup [14]. The User Equipment (UE) is an IMS end user
equipped with a SIP user agent and identified by an Uniform
Resource Identifier (e.g. sip:foo@bar.com). The Proxy Call
Session Control Function (P-CSCF) is the first point of entry
into the IMS network, and can be located on the users
home network or a visited network. The P-CSCF validates
requests, forwards messages, maintains security associations
and enforces any local network polices; it can be discovered
by DHCP or PDP context establishment.

The Serving CSCF (S-CSCF) is the central node in the
signaling plane and performs session control services for
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the endpoints while maintaining session state as needed by
the network operator. The S-CSCF sits on the path of all
signaling messages and collects session information for billing
purposes, performs routing services, enforces network policies
and decides whether an Application Server is required for an
incoming session. The Interrogating CSCF (I-CSCF) is the
contact point within an operators network for all connections
destined to a subscriber of that network operator. The main
job of the I-CSCF is to assign a S-CSCF to a session, but it
may also be used to hide the IMS core architecture from the
outside world in which case it is known as a Topology Hiding
Inter-networking Gateway.

The Home Subscriber Server (HSS) is a master user
database that holds user profile information including indi-
vidual filtering information, user status information and appli-
cation server profiles. It also assists the I-CSCF in choosing
an appropriate S-CSCF. Application Servers (AS) host and
execute services within the IMS. 3GPP has standardised
the signaling and administrative interfaces but not how the
applications are to be programmed. This allows third party
developers to use any number of programming paradigms
including CAMEL, SIP AS or OSA/PARLAY and translates
to easy and efficient deployment of value added services in
the IMS architecture.

B. IMS Session Setup

A number of functions need to be carried out during session
setup including capability negotiation and resource reservation
to support QoS preconditions. A session is started when
the calling UE transmits an INVITE message that is routed
through the IMS core to the callee UE. It is necessary to
negotiate QoS requirements and if adequate resources are
available then these are reserved for the duration of the session
and session may progress. It is important to note that because
the media flow is decoupled from the signaling the underlying
network elements in the datapath must execute the desired
QoS behaviour. Figure 2 shows a typical call setup procedure.

IV. QOS PROVISIONING

The motive behind the introduction of the IMS was to
provide call control for multimedia applications over All-IP
networks [15]. Access independence means any IP-connected
network can access IMS services, furthermore these networks
can implement different QoS models. With the separation of
the media and signaling planes a QoS mechanism is needed to
manage resources on both the bearer and session level. Hence
it is necessary to abstract low level network element configura-
tion and dynamically control the behaviour of the network with
high level policies. In this way neighbouring IMS domains can
establish Service Level Agreements (SLA) with one another
based on high level policies, without interfering with specific
network management.

A. Policy Based Networking in the IMS

The IETF defines Policy Based Networking (PBN) as a
mechanism for implementing QoS on both the session and

Fig. 2. IMS session setup.

bearer level [16]. In PBN policy rules describe the behaviour
of the network without going into network configuration detail.
Four new network elements are introduced [16].

The Policy Decision Point (PDP) is a logically centralised
element that makes QoS decisions based on policy rules and
network information. This element resides at the session level.
The Policy Execution Points (PEP) are situated within the
network elements and enforce the polices within the network
using whatever QoS model is implemented. These elements
reside at the bearer level. The Policy Repository is a relational
database that holds the policy rules. The Policy Administrator
is the end user that defines and modifies the policies.

The 3GPP has adopted PBN as the mechanism for providing
QoS within the IMS [9]. They define the Policy Decision
Function (PDF), a logical PDP that uses standard IP mech-
anisms to implement Service Based Local Policy enforcement
in the IP bearer layer. The P-CSCF as the first point of contact
in the IMS interfaces with the PDF via the Gq interface
using DIAMETER. During session establishment the P-CSCF
sends session information described in the Session Descrip-
tion Protocol (SDP) parameters to the PDF and requests an
authorisation token; if the PDF authorises every component
of the session an authorisation token is generated and sent to
the P-CSCF[17].

Since the GGSN is in the datapath it is the logical location
for the PEP. The PEP acts as a gate that allows authorised
IP flows to use network resources, but drops unauthorised
flows; this is known as policy based admission control [9].
The PEP communicates with the PDF via the Go interface,
using the Common Open Policy Service (COPS) protocol
[9]. COPS is a TCP based request/response protocol that can
reliably transport policy information between the two entities.
There are two models of interaction between the PDF and
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the PEP. In the Provisioning model the PDF decides which
policy rules to install on the PEP; this would be used to
start a multimedia session. In the Outsourcing model the
PEP sends resource requests to the PDF; this would be used
to transfer policy decisions in real time [18]. The GGSN
implements DiffServ edge functionality and based on the
policy decision information received from the PDF assigns
appropriate Differentiated Services Codepoints (DSCP) to the
packets in the media flow.

The policy rules are stored in a Policy Repository, this
element may either be co-located with the PDF or a separate
entity accessed via the Lightweight Directory Access Protocol
(LDAP). The actual structure of these policies is not stan-
dardised but typical policy rules follow IF, WHAT, WHEN
and THEN logic [19]. This kind of policy rule evaluates the
identity of the user, the kind of application, the time of the
request, and then takes appropriate action. Figure 3 illustrates
the separation of the media and signaling planes and how the
IMS implements policy based QoS provisioning.

Fig. 3. Policy Based QoS Provisioning in the IMS.

B. Limitations

It should be clear from the description that in IMS QoS
provisioning the PDF services only the GGSN and not other
network elements. This prevents other access networks from
taking full advantage of IMS services and is a barrier to
the goal of true access independence [10]. While there have
been attempts to incorporate QoS management into other
access networks utilising the IMS [8], there is no generic QoS
management framework for all access networks.

When a UE wants to establish a session with a user in
another IMS domain there must be SLAs between the two
domains; there is no standardised protocol for communication
between neighbouring PDFs necessary to ensure fair and
efficient resource reservation in both networks.

With a large proportion of IMS users being mobile it is
becoming increasingly important to be able to guarantee QoS
across different networks. In the current architecture there
is no way of incorporating QoS information into mobility

management and a handover will occur whether resources are
available in the new network or not.

V. HIERARCHICAL QOS MANAGEMENT FRAMEWORK

A. Generic access Independence

For QoS provisioning across different access networks the
scope of the PDF must be extended to act as a PDP for
all network elements that participate in end to end resource
control. We propose the introduction of a Packet Data Gateway
(PDG) as an entry point into the multimedia network for all
access networks allowing access technology specifics to be
kept separate from the core network. This PDG would support
policy execution point functionality and interface with the
PDF via the Go interface. In this way the PDF can control
resources across networks irrespective of access technology
or implemented QoS model.

B. Resource Monitoring Function

For a mobility management protocol to become QoS aware
the PDF must incorporate a resource monitoring function.
With additional bandwidth broker functionality the PDF can
keep track of the availability and status of the network re-
sources and users. This involves extending the Policy Reposi-
tory to become a Data Repository where remaining bandwidth,
bandwidth allocation and requests are stored alongside the
policy rules. This bandwidth related information can be used
to introduce QoS awareness into the handover procedure.

C. PDF Inter-domain Communication

To guarantee resource reservation across different domains
neighbouring PDFs need to be able to communicate; specif-
ically to pass information about available resources and re-
source requests. The QBone Signaling Design Team has
proposed an inter-domain bandwidth broker protocol called
Simple Inter-domain Bandwidth Broker Signaling (SIBBS)
[20]. We propose this request/response protocol be used to
allow PDFs to pass resource requests to destinations that lie
outside of their domains allowing resources to be reserved
across networks.

D. Call Setup

In this scheme when a user establishes a session the P-
CSCF passes session information to and requests authorisation
tokens from the PDF via the Gq interface using DIAMETER.
The session information is supplied by the SDP parameters
that the P-CSCF extracts from the SIP signaling and typically
specifies the kind of session and the user identity so the PDF
can authorise and reserve appropriate resources in the data
plane. The PDG receives decisions from the PDF via the
Go interface using COPS. Once the PDF has confirmed that
resources are reserved and the session is authorised the P-
CSCF is notified and the call setup may continue. The specific
QoS model implemented at the PDG or the access technology
used is completely hidden from the PDF. Figure 4 shows the
call setup procedure when implementing the Hierarchical QoS
management system.
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Fig. 4. IMS session setup with extended QoS mechanisms.

VI. EVALUATION FRAMEWORK

The IMS is an emerging technology that will have a
great impact on the telecommunications world. However much
research is needed to investigate and verify certain aspects of
the system before it can be realised. At the time of writing
there is only one known physical implementation of the IMS
at a research institution, and this excludes a QoS management
function [21]. Hence a practical real world implementation of
the IMS is proposed to investigate and verify the functionality
of the proposed Hierarchical QoS management framework.

Our current implementation consists of an IMS core and
separate media plane. The various CSCFs are based on the
SIP Express Router package developed by IPTEL [22], and
the HSS is implemented using a MySQL database. The
PDF consists of a data repository implemented as a MySQL
database and interfaces to the PDG using an open source Java
based COPS implementation [19]. The Gq interface that com-
municates session information between the data and signaling
plane using DIAMETER has not yet been implemented. Figure
5 shows the complete architecture.

VII. CONCLUSIONS AND FUTURE WORK

The stringent user requirements in today’s connected world
have introduced the need for a next generation, high speed
network capable of supporting vast numbers of applications.
The emerging IP Multimedia Subsystem is a service enabler
that paves the way for Fixed and Mobile Convergence with an
All-IP core. This paper examined the features of the IMS and
specifically the QoS provisioning mechanism. A Hierarchical
QoS Management Framework was proposed that incorporates
access independence and policy based network administration
to control and monitor resources. We described a practical

Fig. 5. IMS testbed implementation including QoS management system.

evaluation framework as well as the current status of the
implementation.

Future work includes implementing the interface between
the signaling and media planes and using the platform to
perform proof of concept trials.
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