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Abstract

IEEE 802.16 wireless MAN is expected to be the rev-

olution of broadband wireless access technology. The

grant/request mechanism in IEEE 802.16 MAC enables dif-

ferent QoS for different class of multimedia. Efficient re-

source management is essential in providing scalability in

such large wireless network. The mixture of conventional

voice traffic and fractal traffic make the resource manage-

ment more complex in 802.16 wireless network than that

in telephone networks. In this paper, by using Gaussian

model for aggregated traffic in large network and Chernoff

bound method, we analyze upper bound blocking probabil-

ity above the packet level for all types of traffic in 802.16

wireless MAN. Based on the analysis result, we propose

an admission control and bandwidth allocation mechanism

above the packet level for 802.16 wireless MAN. We also

compare our upper bound blocking probability methodol-

ogy with Erlang B formula which is only useful for voice

traffic and find out that result from our methodology can be

used as approximate blocking probability when network is

large and is more efficient than Erlang B formula in numer-

ical computing.

1. Introduction

IEEE 802.16 standard and WiMAX (Worldwide Interop-
erability of Microwave Access) are standards-based wire-
less technologies that provide broadband wireless access
over a long distance. Wireless broadband access setup
is like cellular system using base station (BS) for serving
multiple subscriber stations (SSs) up to a radius of sev-
eral miles. Four classes of scheduling services are defined
in IEEE 802.16: Unsolicited Grant Service (UGS), Real-
time Polling Service (rtPS), Non-Real-Time Polling Ser-
vice (nrtPS) and Best Effort (BE) [10]. Supporting Quality
of Service (QoS) guarantees for these services transporting

over 802.16 wireless MAN (Metropolitan Area Networks)
is crucial. IEEE 802.16 MAC, defined as connection-
oriented, is designed to support different QoS for these
services. All services, including inherently connectionless
service (packet service like IPv4, IPv6) are mapped to a
connection. Once a new connection arrives at the SS, SS
requests bandwidth per connection so that the BS uplink-
scheduling algorithm could properly consider QoS while
allocating bandwidth. The bandwidth is aggregated into a
single grant to SS, not directly to the request connection.
Typically, SS uses the bandwidth for the requested connec-
tion, but also can send the higher QoS data when QoS situ-
ation at the SS has changed since the last request [5]. The
fair resource management is essential in providing scala-
bility in 802.16 MAN MAC Layer but particularly difficult
and complicated because of three characteristics of 802.16
MAN 1) The traffic of each service has its own spectrum of
traffic statistics, like minimum guaranteed rate, maximum
guaranteed rate, delay jitter, blocking probability etc. 2)
The traffic belongs to some services such as rtPS, nrtPS,
BE can exhibit significant rate variability and could demon-
strate self-similarity or fractal [8]. 3) Bursty channel errors
are present in the wireless links.

Traffic states in 802.16 wireless MAN can be charac-
terized by packet, burst and call levels, which are different
from original circuit switching network where traffic status
are characterized only by call level. To facilitate efficient
packet scheduling for transporting traffic in 802.16 wireless
MAN, we need a good understanding of resource allocation
above the packet level for enhancing network efficiency.
The objective of this paper is to study the resource allo-
cation above the packet level and induct an admission con-
trol and bandwidth allocation mechanism based on blocking
probability for call level and burst level. Since the analytic
traffic models for four classes of traffic in 802.16 wireless
MAN are not exactly same, the resource allocation we are
concerned about is different. For low bit rate connections
such as the low bit rate UGS (voice) and BE (WWW) con-
nections, we are concerned only with call level. For long
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bursts connections which are caused by downloading large
files, or long periods of high levels of VBR video activities
such as nrtPS and rtPS connections, we are concerned burst
level.

The rest of this paper is organized as follows. In section
II, we describe the empirically derived analytic traffic mod-
els for UGS, rtPS, nrtPS and BE in 802.16 wireless MAN.
Section III is the analysis part that focuses on evaluating the
upper bound blocking probability at call level for UGS and
BE and burst level for high bit rate fractional traffic such as
rtPS and nrtPS. Based on the theoretical result from section
III, we propose an admission control and bandwidth alloca-
tion mechanism above the packet level for 802.16 wireless
MAN in section IV, the numerical results are also showed
in this section. Section V concludes this paper.

2 Traffic Models

In 802.16 wireless MAN, each connection in the uplink
direction is mapped to a scheduling service which belongs
to UGS, rtPS, nrtPS and BE. ATM constant bit rate (CBR)
and E1/T1 over ATM are the typical connections for UGS
service. The rtPS is well suited for connections that carry
services such as variable bit rate video and audio. The nrtPS
is suitable for Internet access with minimum guaranteed rate
such as FTP. The BE is suited for World Wide Web (WWW)
traffic. The accurate traffic models for these four classes
of traffic are important for 802.16 network design. In the
conventional telecommunication network, the connection
interarrival time and duration for voice traffic is modeled
as exponential distribution and it had been proven a per-
fect model for performance evaluation both in theory and
simulation. While for the other broadband traffic, the con-
nection duration is not simple exponential distribution any
more. More and more work in the recent years shows that
the wide-area network traffic is much better modeled using
statistically called self-similar processes [8]. In this part we
study these accurate models used for traffic in 802.16 wire-
less MAN.

2.1 UGS

UGS has been characterized by a constant bit rate con-
nection like voice traffic. For voice traffic, a Poisson process
can model the connection arrival process with fix hourly
rates within one-hour periods. That means the interarrival
time between two connections is exponentially distributed.
The connection duration (holding time) is also exponential
distribution. In the packet level, packet interarrival time and
packet length are constant depend on the bit rate. Figure 1
shows the traffic process aboce packet level for UGS.

Connection
Interarrival Time Exponential Distribution

Connection Duration Exponential Distribution

Figure 1. UGS traffic arrival process above
packet level

Connection
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Figure 2. High speed fractal traffic arrival pro-
cess above packet level

2.2 rtPS and nrtPS

The rtPS and nrtPS services are mostly the variable
bit rate video and FTP. Both classes of traffic are high-
speed fractal (self-similarity) traffic characterized by burst
on many timescales. Therefore the model for this type of
traffic should involve modeling the long bursts [2].The Pois-
son Pareto burst process (PPBP) is used to model the burst
for such traffic [11]. It is basically a Poisson process with
certain rate of Pareto-distributed overlapping bursts. Figure
2 shows the process above packet level for rtPS and nrtPS.
Like UGS, the arrival process of rtPS and nrtPS connections
can be modeled by Poisson process within one-hour inter-
vals. Each of these arrivals reflects an individual user start-
ing a new session. Within a connection, the arrival of bursts
is a Poisson process with rate λ. The period represents the
length of a burst has a Pareto distribution. During the burst
duration period, the packet arrival process is constant with
rate r. The Pareto distribution with shape parameter α and
location parameter β has cumulative distribution function:

F (x) = P [X ≤ x] = 1−(
β

x
)α 1 < α < 2, β > 0, x ≥ β

By [11]the mean amount of work arriving within an interval
of length t is λtrαβ/(α−1),the variance of amount of work
arriving in an interval of length t is

σ2(t) =

{
2r2λt2( αβ

2(α−1) − t
β ) 0 ≤ t ≤ β

2r2λ( β3α
6(3−α) − β2tα

2(2−α) − αβt3−α

(1−α)(2−α)(3−α) ) t > β

2.3 BE

BE service is mainly about WWW traffic. The WWW
traffic has also been proven to be self-similar [4]. The distri-
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Figure 3. BE traffic arrival process above
packet level

bution of document transfer size of WWW traffic is heavy-
tailed with Pareto distribution. Every connection of WWW
traffic represents a new request and the connection arrival is
Poisson process. Figure 3 provides a picture of BE traffic
arrival process above the packet level.

2.4 Gaussian Model

It has been proved in [9] [3] [1] [11] [6] that due to the
central limit theorem, as the number of independent sources
contributing to an aggregate flow increases, traffic weakly
converges to a Gaussian process. In another words, as λ in-
creases to above thousand, the behavior of the Poisson pro-
cess for UGS and PPBP model for rtPS and nrtPS are both
approach that of a Gaussian process. In 802.16 wireless
MAN, from BS’s view, the traffic is aggregated by numbers
of end users from amount of SSs. Thus traffic process at
BS in 802.16 wireless MAN, not matter what traffic model
for each class of traffic, can be approximately as Gaussian
model at BS’s side due to the property of wide area network.
This conclusion is very useful for our theoretical analysis in
the later section.

3 Blocking probability Guarantee at call
level or burst level

In order to guarantee QoS of four classes of services in
802.16 wireless MAN, admission control should be made
at the connection level or burst level to help efficient time
slot allocation at packet level. How bandwidth should be al-
located for different connections with certain QoS require-
ment? Before we give the answer to this question, let’s an-
alyze the blocking probability at connection level or burst
level for UGS, rtPS, nrtPS and BE. For low bit rate con-
nections that belong to UGS and BE services, we are con-
cerned with the connection level. While for large bit rate
fractal traffic such as rtPS and nrtPS where the duration of a
connection is related to the bursts occurring within the con-
nection, we are concerned with blocking probability at the
burst level.

Erlang formula has been widely used to calculate the
blocking probability in telephone network. Erlang formula
is derived by modeling the number of voice call in the sys-
tem as a Markov chain process since the voice call holding

time is exponential distribution which is memoryless. In
802.16 wireless MAN, a BS charges thousands of SSs, and
in very one SS, there are hundreds and thousands of end
users, which makes the N (number of channels needed)in
the Erlang formula very large. It consequently leads to nu-
merical difficulties in the use of Erlang formula for calcu-
lating the blocking probability of UGS service. Moreover,
as we stated before, the connection/burst duration for fractal
traffic (rtPS, nrtPS, and BE) is not exponential distribution
anymore, thus we cannot use Markov Chain method to an-
alyze the performance. This means in this case, the Erlang
B formula is not useful in calculating the blocking prob-
ability for fractal traffic. In this section, we use Chernoff
bound method to derive upper bound blocking probability
for four classes of traffic in 802.16. The method is proved
in theory and simulation (in the later section) to be a very
good approximation and efficient compared to Erlang B for
blocking probability of UGS traffic when the number of SSs
is up to thousand. And

Consider the number of SSs in a BS area is N(1 ≤ j ≤
N), the number of classes of traffic is 4(1 ≤ i ≤ 4). The
amount of traffic of class i arriving at SS j requesting for
transmission from BS per second is aij(1 ≤ i ≤ 4, 1 ≤ j ≤
N), where aij(1 ≤ i ≤ 4, 1 ≤ j ≤ N) are independent
random variables. ai =

∑n
j=1 aij is the total amount of

traffic of class i arriving at BS from all its SSs. ai(1 ≤
i ≤ 4) are also independent random variables. Assume the
bandwidth demanded per second for traffic i to ensure the
blocking probability less than or equal to pi is Ci, then

P (ai ≥ Ci) ≤ pi (1)

Let us denote the pdf of ai as fai
(w) . The upper bound

blocking probability at BS of class can be estimated by the
Chernoff Bound [7]. That is

P (ai ≥ Ci) =
∫ ∞

Ci

fai
(w)dw =

∫ ∞

Ci

u(w−Ci)fai
(w)dw

(2)
Obviously, for t ≥ 0 the unit step function if bounded by
the following exponential relation:

u(w − Ci) ≤ et(w−Ci (3)

Substituting (3) in (2), we have

P (
∑N

j=1 aij ≥ Ci) ≤ e−tCi
∫ ∞

ci
etwfai

(w)dw t ≥ 0
(4)

Let us denote the moment generating function of fai
(w) is

Mai
(t), then (4) is

P (ai ≥ Ci) ≤ e−tCiMai(t) t ≥ 0 (5)

We simply differentiate the left side of (5) and set it equal
to zero. Thus, we find the optimal t∗ that yields the tightest
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upper bound for blocking probability, which is equal to pi,
that is

pi = inft≥0{e−tCiMai
(t)} (6)

The most important step to get the upper bound for blocking
probabiltiy is to figure out the moment generating function
Mai(t) of distribution of traffic arriving at BS.

We denote the number of connections/bursts of class i
arriving at SS j per second as λij , and the duration of a
connection/burst of class i as ti (unit: second). We as-
sume transmission rate during that random time is a con-
stant. Let ri be the rate of class i. By Little’s law [7],
the average amount of connections/bursts in a stable sys-
tem (over some time interval) is equal to their average ar-
rival rate, multiplied by their average time in the system.
Thus, if the blocking probability is pi, the average amount
of traffic of class i arrived at SS j(aij) is λij(1 − pi)tiri.
Since, λij and ti are two independent variables, the mean
of random variable aij is μij = ri(1 − pi)E(λij)E(ti) and
variance σ2

ij = r2
i (1−pi)2(E(λ2

ij)E(t2i )−E(λij)2E(ti)2)
As we mentioned in the last section, from the BS’s view,
the distribution of amount (ai =

∑N
j=1 aij) of traffic of

class i arriving at BS per unit time is approximately a Gaus-
sian distribution with mean μi =

∑N
j=1 μijand variance

σ2
i =

∑N
j=1 σ2

ij . Thus, (6) is equal to

inft≥0{e
∑N

j=1
μijt+

∑N

j=1
σ2

ijt2/2−tCi} = pi (7)

Simplify (7), we get

t∗ =
Ci −

∑N
j=1 μij∑N

j=1 σ2
ij

(8)

Substituting (8)in (7), yields the relationship of allocated
bandwidth and the upper bound of blocking probability for
class i.

Furthermore, we get

Ci =
N∑

j=1

μij ±
√√√√2

N∑
j=1

σ2
ij(− lg pi) (9)

Clearly, if the upper bound blocking probability pi of traffic
i increase, the bandwidth needed is decreased. Furthermore,
for the two classes of traffic whose arrival processes have
the same distribution and with the same mean arrival rate,
the traffic with larger variance actually needs more band-
width. Thus, (9) is reduced to

Ci =
N∑

j=1

μij +

√√√√2
N∑

j=1

σ2
ij(− lg pi) (10)

Using (10), we could determine the amount of traffic needed
for all kinds of traffic to ensure the given upper bound
blocking probability.

Min = 0;
Max = 1;
Value = Min;
While(true)

{
Value = p1;
Mid = Min+Max

2 ;
p1 = Mid;
if ((

∑4
i=1 Ci ≤ C)&&|p1 − V alue| < 10−4)

Break;
Return(p1, Ci);

else

if (
∑4

i=1 Ci ≤ C): Max = Mid;
if (

∑4
i=1 Ci > C): Min = Mid;

}

Table 1. Binary Search algorithm for calculat-
ing Ci and pi

4 Admission control and bandwidth alloca-
tion above packet level

Using formula derived in the last section, we propose
an admission control and bandwidth allocation mechanism
for multimedia traffic in 802.16 wireless MAN. Simulation
and theoretical results are compared at the later part of this
section.

We use a binary search approach to solve the problem
that given a total bandwidth, fairly allocating bandwidth
to each class of multimedia traffic in 802.16 MAN, such
that their upper bound connection/burst blocking probabil-
ity is minimized. We assume the blocking probability of
four class of traffic has linear relationship, i.e.p1 : p2 : p3 :
p4 = k1 : k2 : k3 : k4 . The algorithm is illustrated in
TABLE 1.

Our admission control and resource allocation mecha-
nism functions as following. The total bandwidth (C) is
completely portioned for four classes of traffic, and the par-
tition value Ci(i = 1, 2, 3, 4) is calculated by above binary
search algorithm using Chernoff bound. If a new connection
of UGS and BE arrives at SS, it send request to BS for band-
width. It is granted bandwidth if the new aggregated band-
width including this connection is less than Ci(i = 1, 4) .
Else, it is blocked. If a new connection of rtPS and nrtPS ar-
rives at SS, the connection is always admitted, but the burst
within the connection will be blocked when the total used
bandwidth larger than Ci(i = 2, 3).

This mechanism can guarantee the pre-required upper
bound blocking probability for UGS and BE connections,
and the burst blocking probability for rtPS and nrtPS.

In the following part, we compare the theoretical results
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Figure 4. Blocking Probability vs. Bandwidth
for UGS(Number of SSs: 500)
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Figure 5. Blocking Probability vs. Bandwidth
for UGS(Number of SSs: 2000)

and simulation result to see the reliability of our propose
mechanism.

Figure 4, 5,and 6 show the comparison of UGS connec-
tion blocking probabilities got from Chernoff bound, Er-
lang B formula and Simulation as a function of amount
of bandwidth under different number of SSs in a BS area:
500, 2000, 4000. The mean arrival rate of UGS connec-
tion is 1 per second. The duration of UGS connection is 3.
We can see that blocking probabilities got from simulation
and Erlang B formula are tightly upper-bounded by Cheroff
method. Moreover, comparing the three figures we can see
that as the number of SSs increasing, the blocking proba-
bilies got from Chernoff bound method is more closely to
those of from Erlang B and simulation. This is because we
use Gaussian distribution to approximate the traffic arrival
at BS, with the number of SSs increasing, the distribution
of amount of traffic arrived at BS is more like a Gaussian
distribution. Thus, the probability computed by Chernoff
bound method is more accurate. We conclude that when the
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Figure 6. Blocking Probability vs. Bandwidth
for UGS(Number of SSs: 4000)
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Figure 7. Blocking Probability vs. Burst Mean
Arrival Rate (α = 1.5, β = 0.25)

network is small such as hundreds of end users in a BS area,
Erlang B is good formula to calculate the blocking probabil-
ity. But when the network is large such as in 802.16 wireless
MAN, there are thousands of SSs and millions of end users
in a BS area, Erlang B formula takes tons of time in nu-
merical computing. In this case, Chernoff bound method is
efficient and good approximate method for calculating the
blocking probability.

Figure 8 shows the comparison of burst/connection
blocking probability got from Chernoff bound and simu-
lation as function of mean interarrival rate for fractal traf-
fic (rtPS, nrtPS and BS) when the number of SSs equals
to 2000, the shape parameter is 1.5, and location param-
eter is 0.25. We can see that as the mean interarrival
rate increases, the blocking probability increases with the
decreased increasing rate. The blocking probability from
Chernoff Bound is closer to the simulation result as the
mean arrival rate increases, which is the same as the results
from UGS.
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Figure 8. Blocking Probability vs. Burst Mean
Arrival Rate (α = 1.6, β = 0.4)

5 Conclusion

In this paper, we have examined method of using Cher-
noff bound to calculate the upper bound blocking probabil-
ity for fractal traffic and non-fractal traffic in large wireless
network, and we have found it to be a very good approx-
imation for calculating the blocking probability for fractal
traffic in large size wireless network and a good replace-
ment for non fractal traffic when the Erlang B computation
waste too much time. We have used the method of com-
puting upper bound blocking probability and binary search
to propose an admission control and bandwidth allocation
mechanism for 802.16 wireless MAN, and this mechanism
had been proven to guarantee the blocking probability of
each class of services very well in theory and simulation.
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